Networking Technology: CCNP 1, Building Scalable Internetworks
CSCO-2010-104

<table>
<thead>
<tr>
<th>Instructors</th>
<th>Tony Rashid</th>
</tr>
</thead>
<tbody>
<tr>
<td>Telephone</td>
<td>401 825-1140</td>
</tr>
<tr>
<td>E-mail</td>
<td><a href="mailto:tonyrashid@ccri.edu">tonyrashid@ccri.edu</a></td>
</tr>
<tr>
<td>Webpage</td>
<td><a href="http://faculty.ccri.edu/tonyrashid">http://faculty.ccri.edu/tonyrashid</a></td>
</tr>
<tr>
<td>Office Hours</td>
<td>Room 2182; Mon, Tue, Wed, &amp; Thur 4:00 - 5:00 P.M</td>
</tr>
<tr>
<td>Class Sections</td>
<td>104 Tuesdays and Thursdays 6:00 - 9:50 P.M. Starts 1/26 Ends 5/11</td>
</tr>
</tbody>
</table>

### Instructional Material and Web Sites

<p>| | |</p>
<table>
<thead>
<tr>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>CCRI Lesson Web Site Internal</td>
</tr>
<tr>
<td></td>
<td><a href="http://10.19.114.9/">http://10.19.114.9/</a></td>
</tr>
<tr>
<td>2</td>
<td>CCRI Lesson Web Site-Secondary</td>
</tr>
<tr>
<td></td>
<td><a href="http://216.19.115.212/">http://216.19.115.212/</a></td>
</tr>
<tr>
<td>3</td>
<td>Cisco Academy Assessment Web Site</td>
</tr>
<tr>
<td></td>
<td><a href="http://cisco.netacad.net/">http://cisco.netacad.net/</a></td>
</tr>
<tr>
<td>4</td>
<td>Text Books (Optional)</td>
</tr>
</tbody>
</table>

### Grading Policies

<table>
<thead>
<tr>
<th>Skills:</th>
</tr>
</thead>
<tbody>
<tr>
<td>Journal-Entries</td>
</tr>
<tr>
<td>Labs and Class Participation</td>
</tr>
<tr>
<td>Project and Presentation</td>
</tr>
<tr>
<td>Practical Final</td>
</tr>
<tr>
<td>Academic:</td>
</tr>
<tr>
<td>Quizzes</td>
</tr>
<tr>
<td>Final</td>
</tr>
</tbody>
</table>

### Other Policies

1. The student is expected to complete the On-Line lessons outside of class time.
2. Late assignments will be penalized 20 points.
3. Assignments late more than one class period will not be accepted.
4. All assignments must be completed using a word processor.
5. Students are responsible to see the instructor about any work missed due to absence.
6. Students are expected to participate as a member of teams
7. The instructor reserves the right to raise or lower final grade due to attendance, class participation, attitude, and other subjective values.
8. Students must pass both the Skills based portion in addition to the Academic portion of the curriculum to pass the course.
9. Students’ final grade can only raise one letter grade above the on-line final exam score based on other class assignments.
10. All “E” Labs must be completed outside of class
<table>
<thead>
<tr>
<th>Week</th>
<th>Lesson</th>
<th>Exam</th>
<th>Subjects</th>
<th>Lab Projects</th>
</tr>
</thead>
<tbody>
<tr>
<td>1</td>
<td>1</td>
<td></td>
<td><strong>Module 1: Scalable Network Design</strong></td>
<td>1.5.1 Lab 1-0 TCL Script Reference and Demonstration</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>1.1 IIN, SONA, and the ECNM</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>1.2 Scalable Networks</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>1.3 Converged Networks</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>1.4 ITA Topology</td>
<td></td>
</tr>
<tr>
<td>2</td>
<td>2</td>
<td>1</td>
<td><strong>Module 2: EIGRP</strong></td>
<td>2.7.1 Lab 2-1 EIGRP Configuration, Bandwidth, and Adjacencies</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>2.1 EIGRP Fundamentals and Features</td>
<td>2.7.2 Lab 2-2 EIGRP Load Balancing</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>2.2 EIGRP Components and Operation</td>
<td>2.7.3 Lab 2-3 Summarization and Default Network Advertisement</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>2.3 Implementing and Verifying EIGRP</td>
<td>2.7.4 Lab 2-4 EIGRP Frame Relay Hub and Spoke</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>2.4 Implementing Advanced EIGRP Features</td>
<td>2.7.5 Lab 2-5 EIGRP Authentication &amp; Timers</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>2.5 Configuring EIGRP Authentication</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>2.6 Using EIGRP in the Enterprise</td>
<td></td>
</tr>
<tr>
<td>3</td>
<td>3</td>
<td>2</td>
<td><strong>Module 3: OSPF</strong></td>
<td>3.11.1 Lab 3-1 Single-Area OSPF Link Costs and Interface Priorities</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>3.1 Review of OSPF Fundamentals &amp; Features</td>
<td>3.11.2 Lab 3-2 Multiple-Area OSPF with Stub Areas and Authentication</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>3.2 Review of OSPF Operation</td>
<td>3.11.3 Lab 3-3 OSPF Virtual Links and Area Summarization</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>3.3 Implementing and Verifying OSPF</td>
<td>3.11.4 Lab 3-4 OSPF over Frame Relay</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>3.4 OSPF Network Types</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>3.5 Implementing OSPF in an NBMA Network</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>3.6 Multiarea OSPF Operation</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>3.7 Stub, Totally Stubby, Not-So-Stubby Areas</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>3.8 Virtual Links</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>3.9 Route Summarization</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>3.10 OSPF Authentication</td>
<td></td>
</tr>
<tr>
<td>4</td>
<td>4</td>
<td>3</td>
<td><strong>Module 4: Integrated IS-IS</strong></td>
<td>4.7.1 Lab 4-1 Configure Basic Integrated IS-IS</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>4.1 IS-IS Fundamentals</td>
<td>4.7.2 Lab 4-2 Multi-Area Integrated IS-IS</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>4.2 ISO Addressing</td>
<td>4.7.3 Lab 4-3 Configuring IS-IS over Frame Relay</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>4.3 IS-IS Operation</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>4.4 Configuring Basic Integrated IS-IS</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>4.5 Optimizing IS-IS</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>4.6 Verifying and Troubleshooting IS-IS</td>
<td></td>
</tr>
<tr>
<td>5</td>
<td>5</td>
<td>4</td>
<td><strong>Module 5: Route Optimization</strong></td>
<td>5.6.1 Lab 5-1 Redistribute Between RIP &amp; OSPF</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>5.1 Operating a Network Using Multiple Routing Protocols</td>
<td>5.6.2 Lab 5-2 Redistribution Between EIGRP and OSPF</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>5.2 Configuring and Verifying Router Redistribution</td>
<td>5.6.3 Lab 5-3 Redistribution Between EIGRP and IS-IS</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>5.3 Controlling Routing Update Traffic</td>
<td>5.6.4 Lab 5-4 Manipulating Administrative Distances</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>5.4 Policy-based Routing</td>
<td>5.6.5 Lab 5-5 Configuring the Cisco IOS DHCP Server</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>5.5 DHCP</td>
<td></td>
</tr>
<tr>
<td>6</td>
<td>6</td>
<td>5</td>
<td><strong>Module 6: BGP</strong></td>
<td>6.7.1 Lab 6-1 Configuring BGP with Default Routing</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>6.1 BGP Concepts and Terminology</td>
<td>6.7.2 Lab 6-2 Using the AS_PATH Attribute</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>6.2 EBGP and IBGP</td>
<td>6.7.3 Lab 6-3 Configuring IBGP and EBGP Sessions, Local Preference and MED</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>6.3 Configuring BGP</td>
<td>6.7.4 Lab 6-4 BGP Route Reflectors and Route Filters</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>6.4 Advanced BGP Configuration and Verification</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>6.5 Selecting a BGP Path</td>
<td></td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>6.6 Manipulating BGP Path Selection with Route Maps</td>
<td></td>
</tr>
<tr>
<td>Week</td>
<td>Start</td>
<td>End</td>
<td>Module 7: IP Multicasting</td>
<td>Module 8: IPv6</td>
</tr>
<tr>
<td>---------</td>
<td>-----------</td>
<td>-----------</td>
<td>-----------------------------------</td>
<td>-----------------------------------------------------</td>
</tr>
<tr>
<td>Week 7</td>
<td>March 9-11</td>
<td>March 11</td>
<td>7.1 Explaining Multicast</td>
<td>8.1 Explaining IPv6</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>7.2 IGMP and Layer 2 Issues</td>
<td>8.2 IPv6 Addressing</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>7.3 Multicast Routing Protocols</td>
<td>8.3 Dynamic IPv6 Addresses</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>7.4 Multicast Configuration and Verification</td>
<td>8.4 IPv6 Routing</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td>8.5 Implementing and Verifying OSPFv3</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td></td>
<td>8.6 Using IPv6 and IPv4</td>
</tr>
<tr>
<td>Week 8</td>
<td>March 16-18</td>
<td>March 18</td>
<td>7.5.1 Lab 7-1 Implement IGMP &amp; IGMP Snooping</td>
<td>8.7.1 Lab 8-1 Configuring OSPF for IPv6</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>7.5.2 Lab 7-2 Routing IP Multicast with PIM Dense Mode</td>
<td>8.7.2 Lab 8-2 Using Manual IPv6 Tunnels</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>7.5.3 Lab 7-3 Routing IP Multicast with PIM Sparse Mode</td>
<td>8.7.3 Lab 8-3 Configuring 6to4 Tunnels</td>
</tr>
<tr>
<td></td>
<td></td>
<td></td>
<td>7.5.4 Lab 7-4 Routing IP Multicast with PIM Sparse-Dense Mode</td>
<td></td>
</tr>
</tbody>
</table>

**March 10 - 16**  
**Spring Break**  
**Spring Break**  
**Spring Break**